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Apache Log4j2 is used in Java applications.

PoliteMail does not use the Java runtime in any of our products and is not affected by this vulnerability.PoliteMail does not use the Java runtime in any of our products and is not affected by this vulnerability.

Log4j2 is a ubiquitous library used by millions for Java applications. Created by Ceki Gülcü, the library is
part of the Apache Software Foundation’s Apache Logging Services project.

CVE-2021-44228: Apache Log4j2 Zero-Day Exploited in the Wild (Log4Shell) | Qualys Security Blog

https://blog.qualys.com/vulnerabilities-threat-research/2021/12/10/apache-log4j2-zero-day-exploited-in-the-wild-log4shell

